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Hopes were high in Nigeria last year.  People thought that they were near the end of a long marathon. Advocacy activity since 1993 had made it through the uphill terrain of military dictatorship and ultimately the complexities of a national assembly, and in November 2006, the Senate passed the Freedom of Information Bill.  All that was needed, it seemed, was for President Obasanjo to conclude a legislative gestation period of six years by simply signing the act into law.  But in March 2007, just before his term of office came to an end, he simply refused to do so.  In a later discussion with civil society activists, he raised all kinds of objections, ignoring the entire legislative process that had preceded it.  Frankly, some of his points were ridiculous - for example, the first reason, according to him, was that he was opposed to the title of the Bill, which was “Freedom of Information”.  He said the Bill should have been called the “Right to Information Bill” and that he had told members of the National Assembly this, but they refused to change the title and, instead, chose to retain the “Freedom of Information Bill”.
President Obasanjo also argued that the proposed Law only excluded from public access records which may be injurious to the defence of Nigeria, but did not also exclude records which may be injurious to the “security” of Nigeria, saying the defence and security of Nigeria mean different things. When told that all law enforcement, security and intelligence agencies in Nigeria as well as other government agencies had been consulted on the Bill, none of them objected to this provision, came Obasanjo’s reply: “it is because none of them practices security at the level at which I practice it”.  
In your country, Zambia, you also have a bad experience of hard-won decisions by the legislature being sabotaged by the executive. You also have a case of many years of advocacy, in regard  in particular to securing an independent  broadcasting dispensation and the conversion of ZNBC into a respectable public broadcaster, and  so you also had high hopes arising from the legislation that was hammered out in parliament. Like Nigeria, you had sight of the promised land, but only to have it snatched away from you at the last stage. It is a bad experience, but then again, not wholly as bad as Zimbabwe where not just a law but an entire election has been sabotaged by the executive.
Still, the two experiences of Zambia and Nigeria are sufficient to make a case on their own as to precisely why freedom of information is needed in countries that, unlike Zimbabwe, do indeed pay basic respect to electoral democracy.  The two cases show the dire need to make the executive arms of government accountable to the will of the people as expressed in parliament. The high-handed behaviour of the executive in Nigeria and Zambia is indicative of the arrogance of untrammelled power and decision-making behind closed doors. It is exactly the purpose of freedom of information introduce the light of day into such corridors of executive power, thereby exposing it to public scrutiny and accountability. The  power of enduring public shame, and its counterpart of public anger, as a countervailing force to the executive, should never be underestimated.   When executive behaviour has to occur in the sunlight, its excesses are curbed.
The foundation of this principle is that just as governments are elected and get their mandate only from the people, and just as civil servants are supposed to serve society as their name suggests, so the information about the state, or held by, or generated by, the state is equally the property of the people.  Just as politicians and bureaucrats have no right to play patron with housing, licences or contracts, so they have no right to treat information as a favour for them to give or hold back according to personal or political preference. It belongs to the citizenry, not to the representative officials.  Those in authority are merely caretakers on behalf of the people.  If information about and within the state is power, then it is for the purposes of empowering society, and not meant to empower bureaucrats or politicians for their own glorification.    Let no one forget this.
This principle was well highlighted at the transition from apartheid to democracy in South Africa.  For decades, South Africa had suffered from the state controlling information in the society.  Transformation meant not just allowing society to enjoy a free flow of information without state interference, but also turning the tables so that society could go further and control information in the state.  So there were two aspects: the apartheid state itself operated in secrecy, and this went hand in hand with cloaking society in relative darkness. Democracy by contrast meant not only an open society – much more, it also required an open state. The key to opening these doors is a freedom of information provision in both a constitution, and a law that elaborates on this right: the right to know.
Freedom of information is in a sense the other side of the coin of freedom of expression.  Indeed, in 1946, the UN General Assembly resolved that freedom of information was “a fundamental human right and… touchstone of all the freedoms to which the United Nations is consecrated.”  That is a very powerful argument that can be summed up simply as: “No rights, without the right to know”. 

In the UN’s Universal Declaration of Human Rights, 1948, the right to freedom of information is expressed in the form of each person’s right to seek and receive information, immediately along with (and indeed as part of) the right to also express and disseminate information. This is probably because, it is very hard to imagine how the right to expression could have any meaning if the public was restricted from knowing about, or accessing, the information in that expression. These two are interdependent sides in the communication equation.  In line with this approach, the Special Rapporteur on Freedom of Expression for the Inter-American Commission on Human Rights declared in 2000 that censorship violates not only the right of each individual to express themselves, it also impairs the right of each person to be well informed . 
In 2003 the Commonwealth elaborated on this point, saying that freedom of expression inherently depends on the availability of adequate information to inform opinion.  And already, back in 1991, the organisation’s Harare declaration was insistent about freedom of information, explicitly saying that it included the right to access state information.  The African Union’s 2003 convention on Preventing and Combatting Corruption provides that state parties should adopt laws to give effect ot the right of access to any information required in the fight against corruption, and that the media should be given access to information in cases of corruption. 
There are four subsidiary aspects to the right to freedom of information:  
One is that the right covers ALL information – i.e. including that which may be erroneous.  In fact, one would be particularly interested to gain access to information that is flawed – precisely in order to point out the flaw. 
A second issue is whether freedom of information in general, should apply not only to a vertical dimension in regard to citizens and the state, but also a horizontal dimension between citizens and corporate citizens. For instance, it can be strongly argued that the public should have a right in general, to information held by companies which concerns public health or the environment. 

Linked to this issue, although wider than it, is the right of “habeus data”, which refers to information about oneself in particular. This particular subsidiary right can be taken further to raise questions about accessing information held by private bodies – like credit blacklisting companies.  In South Africa, you have a “right to know” about any personal information held about you in both public and private bodies. The same applies to other information held by public bodies. However, other information held by private bodies that does not concern your own data, has lesser entitlement status: here you have a “need to know” (as distinct from your “right to know). In other words, you have to show how this information is relevant to you exercising or protection your other rights (such as the right to a clean environment or safe food). 

A third issue is the extent to which the right to information implies also another subsidiary or corollary: i.e. a presumption that public meetings (eg. of school boards, municipalities, parliaments) should generally be open to the public. Incidentally, this is a dispensation that politicians should support as being the most effective remedy to counter rumour or agenda-driven selective leaking of  information. 

A fourth issue is whether whistleblowers should be protected from victimisation when they disclose information in the public interest, and this touches on the matter of where and how they do the disclosure. In South Africa, the Protection of Disclosures Act of 2000 provides protection if the disclosure is to higher authorities or the Public Protector’s office. 
All these are important principles concerning the right to information, which need to be agreed upon in a particular form with in any freedom of information legislation. But principles are of course one thing, making them practical is another, and this is another dimension that any freedom of information law needs to take into account. Five practicalities can be signalled here: 
First here is that access requires that information records are preserved, and not destroyed.  South Africa’s Promotion of Access to Information Act of 2000 makes the wilful destruction of records a criminal offence.  
Second, other practical concerns are how much it costs to access information, the language in which the information is then to be made available, and the time period within which a request for information should be met.  In South Africa’s case, this is now 30 days. 
Third, there is also the question of having an independent appeal body, so that citizens can seek recourse against unjustifiable decisions by officials to restrict access to certain information. 

Fourth, there is the key need to educate the public about their right to information and how to activate it. This includes requiring the state to itemise their inventory, so that citizens can know what it is that they do not yet know. 
Without these practical considerations being provided for in legislation and/or regulation, it is very hard to see how a right to information on its own could result in a living culture of openness.
Of course most practical of all, as has been pointed out by the Special Rapporteur of the Inter-American Commission on Human Rights, “Successful access to information regimes is absolutely dependent on the substantial political will to implement it.”  
This point brings us back to where we began: the problems of getting political will, something which was lacking in the examples of Nigeria and Zambia.  In this regard, there is an interesting experience, dating back to September 1995 when the Rhodes journalism school convened a conference on freedom of information.  This was in a context when the new democratic government at the time was developing freedom of information legislation, which would result ultimately in the 2000 Promotion of Access to Information Act.  Entirely unexpected at that conference, several media people in attendance proved less than enthusiastic about proposed law.  On the other hand, it was the political representatives, including the then deputy president Thabo Mbeki, who were earnestly and seriously committed to making access to information a reality. 
From the media side came various concerns.  One was the refrain that we can barely cover the courts is properly, how can we use freedom of information legislation?  We now have full access to Parliamentary committee meetings, and we can’t cover them, so what are we supposed to do with increased access to records?  The logic of this argument stymied me then, and it still does now.  At the time, I responded with the question: just because millions of Americans don’t exercise their right to vote, does that mean that a dictatorship in the USA would be as good as democracy?  
A second concern raised by the suspicious media fraternity with the proposed law was that, by defining freedom of information and, inevitably, its exceptions, the result ultimately could be less formation being made available.  A further fear was that bureaucrats would also hide behind legal time limits to delay the release of information.  There is some credence to these fears, but having a genuine independent appeal mechanism, and overall social momentum towards disclosure, are the ways to address them.  In addition, what becomes important is, ensuring that the onus in terms of information requests that are refused, falls on the state party, not on the citizen.  In other words, it needs generally to be the responsibility of the officials to make the case why the information should not be released, rather than on the applicant for why it should be.
What was also interesting in the South African case was that in-between the media and the new government’s position was the stance of the state bureaucrats, and in particular, the military, police and prisons.  While the politicians were in favour of opening up the state, the Mandarins were resentful of this.  Thabo Mbeki addressed this in his opening speech, where he stated that a freedom of information act was needed  “to protect ourselves from violation of our rights by the government and to deal with matters of abuse of power and corruption”.  His stance of course was shaped by South African history – as evident in his remarks where he said:  “Coming out of this repressive apartheid society, I say it is natural that we should prise open the doors in order to protect our own freedoms.  Indeed, given that history, we must expect that we will have a civil service which will continue to carry authoritarian features, which will continue to carry elements of secrecy, that will continue to carry elements of even a conspiracy against the people.”
In other words, the new political leadership in South Africa at the time saw clearly that it was in their own interests to open up the state to the glare of sunshine – to public accountability and scrutiny, because without this, the new guard could not be sure if the old guard was sabotaging their programmes.  Mbeki in the same speech also went on to talk a lot about not just making information accessible, and accessible to poor people, but also to the need for government to take a pro-active stance on information distribution. He argued that “it is the duty and responsibility of government to spread information about what it is doing, what it is thinking, what it is planning and so on, and not to say: ‘We have done our work by passing such legislation.  We will wait now for people to access that information as they wish.’” His belief was that ordinary people needed to be positively empowered with information so that they could take part in changing South Africa. Indeed as standard practice, government should anyway be publishing general-interest information, so there is merit in his view. However, there has to be a balance between government disseminating what it thinks people should know, and the right of people to access a range of information that is not published. Government information activities without a right to information, run the risk of equating to propaganda and one-way information flows.
There are several points embedded in Mbeki’s remarks, but the main one I wish to highlight is how it came to be that political will was present for the law to be developed. Indeed, what this experience demonstrates is that governments are not inherently and intrinsically against freedom of information.  Rather, what affects their attitude is the extent to which they perceive, firstly, that they can use this dispensation to weaken reactionary power in the bureaucracy, and, secondly, the extent to which an information access regime will benefit their constituency.   A deputy minister, who attended the Rhodes 1995 conference, Valli Moosa, acknowledged this when he said: “There is a view that governments have a natural tendency towards greater secrecy.  The present government, however, is generally of the view that unnecessary secrecy makes governance more difficult, rather than easier.” He argued, as an example, that there could only be social consensus about budgetary priorities, if there was transparency about how the priorities were decided.
Of course, while politicians may have their own narrow interests in supporting freedom of information legislation, that does not mean that such laws will only work in their particular interests.  Despite the suspicions of media people at the Grahamstown conference, the fact is that a freedom of information law can work to their benefit, as indeed it has in a number of cases. Much more than this though, freedom of information is not only a right that benefits the media – every citizen, NGO, company, etc. has the benefit of using this dispensation. 

What further needs to be noted is that the interests of different groups in regard to freedom of information can change over time – as indeed one found in South Africa where ten years on the political rulers showed themselves to be less enthusiastic about information access than they had been initially. In this regard, at the same conference in Grahamstown, a legal adviser to the government, Mojanku Gumbi, made an excellent point: “Democracy should not depend on the benign nature of the rulers that we have. … the president is committed to an open democracy, but we need to go beyond that. We must ensure that there are structures and laws that make sure that this democratic ideal properly grounded in our society.” The point of this is that setting up a system, that has an autonomy from the political moment and current political actors, is a way to get beyond any short-term and particular interests. It is a formula upon which you can begin to develop a deep operating culture and set of rules that will circumscribe the way that politicians and bureaucrats can behave into the future.
What becomes important, as a result of this perspective is that a freedom of information law should not allow for loopholes to being exploited “down the line” in time.  This is a point that Zambians will know well from the experience of your own government exploiting an unforeseen ambiguity in the broadcast reform laws so as to thwart the intent of the original drafters and retain the power to appoint boards of the IBA and ZNBC. 
 This issue of defining things as comprehensively as possible is especially relevant to freedom of information legislation.  The broader that exceptions to disclosure are phrased, the easier it is for the authorities to tilt towards the direction of restriction of information, rather than its freeing. The right to information needs any limitations to be defined. It is the case that just as your right to free speech will attract some fair limitations, so too can there be justifiable limitations of the right to access information – with the understanding, however, that the norm should be freedom of information, not control of information, in other words a default in favour in disclosure and a culture of openness, not secrecy.  As a general principle, such limitations should not only be as specific as possible, but also qualified as being absolutely necessary and proportional to the matter at hand.  In international jurisprudence, the exceptions to freedom of information that are legitimate are similar to those that are seen as legitimate in terms of limiting free speech.  These include limitations for the purposes of law-enforcement, privacy, commercial confidentiality, and the effectiveness and integrity of decision-making – all of which should be defined in law, rather than being subject to arbitrary invocation.  Other reasons that are valid might include public order or public health. The list must be complete so that if a reason is not cited there, it cannot be introduced later, such as a government subsequently trying to invoke a justification for non-disclosure on the grounds that the information would embarrass a political leader.  
Article 19, and the Special Rapporteur of the Inter-American Declaration on Freedom of Expression have described a three part test to check if restrictions on the right to information are legitimate.  It is important to note that all three points need to be met.  These are:

First, the information being withheld must relate to a legitimate aim that is listed in a freedom of information law;

Second, disclosure of this information would cause some potential harm to that aim;

Third, the harm would be greater than the public interest in having that information.  
Article 19 cites as an example a case where information about corruption in the military is withheld from journalists seeking to exercise their right to get that information. The reasons for the restriction could be advanced that the information relates to national security (which, in this hypothetical case, could be defined in the law as a legitimate reason for restriction), and further that releasing the information about the corruption can cause harm to this aim. But, says Article 19, refusing to give information on these two grounds would not be enough. In their view, the restriction would fail the third test: that it would be hugely in the public interest to have such a problem within the military identified so that it can be addressed.  I think Zambians will relate to this example, given the experience of the Post, some years ago, in writing about the problems in the preparedness of the Zambian military.  

Going further, it can be argued that the three points to decide whether it is legitimate to restrict information can also be applied to openness or closure of government meetings.  In addition, what one can take away from this is that while the right to information (or to attend meetings) is not absolute, any decision to withhold information or refuse access needs to be highly qualified. Clearly there is a wealth of jurisprudence internationally in terms of when restriction on releasing information may be legally justifiable.
So far, the argument in this narrative has dealt with the matters around the principles and the practicalities of freedom of information law.  There is one more issue that needs addressing – this is the need to consider the culture of control, secrecy and fear of disclosure amongst officials. In South Africa, many journalists and police personnel believe – erroneously – that crime information can only be released by formal media liaison officials in the force. This indeed is what largely happens – and the result is that the information released is usually very late, and often three steps removed from the detail that is known by the investigating officer actually dealing with the matter. The effect is that much media reporting doesn’t even bother trying to get police information, with the result that crime information comes only from the public and is therefore often one-sided. This sad situation is despite the fact that the police actually have a Standing Order which enables any police official to speak to the media in the area of their responsibility or expertise. In other words, despite the legal situation, the paradigm is still one of authoritarian information flow. Ironically, the Protection of Access to Information Act even protects officials who might mistakenly release protected information if this was done in good faith. In short, there is still a long way to go after a society has taken care of the principles and the practicalities of freedom of information regulation – the culture has to be addressed as well. 
In conclusion, I would like to draw attention to the very important African jurisprudence, based on the Declaration on Principles of Freedom of Expression in Africa, which were adopted by the African Commission on Human and Peoples’ Rights in 2002.  The provision in this declaration that deals with freedom of information reads as follows
Freedom of Information

1.      Public bodies hold information not for themselves but as custodians of the public good and everyone has a right to access this information, subject only to clearly defined rules established by law.

2.      The right to information shall be guaranteed by law in accordance with the following principles:

      everyone has the right to access information held by public bodies;

      everyone has the right to access information held by private bodies which is necessary for the exercise or protection of any right;

      any refusal to disclose information shall be subject to appeal to an independent body and/or the courts;

      public bodies shall be required, even in the absence of a request, actively to publish important information of significant public interest; 

      no one shall be subject to any sanction for releasing in good faith information on wrongdoing, or that which would disclose a serious threat to health, safety or the environment save where the imposition of sanctions serves a legitimate interest and is necessary in a democratic society; and

      secrecy laws shall be amended as necessary to comply with freedom of information principles.

3.      Everyone has the right to access and update or otherwise correct their personal information, whether it is held by public or by private bodies.

This is a high standard, but no one ever said that Africa should be content with anything less than the best.  It is true that to have a freedom of information dispensation can cost money in terms of training officials, advising the public, providing the information, dealing with appeals. But, let us also consider the costs of secrecy, corruption and authoritarianism that can flourish without a culture of openness and transparency. If our countries were persuaded as to the value of freedom of information, to be manifested in quality law and regulation, then the continent could even trump many other places around the globe.  World Press Freedom Day on 3 May was Africa’s gift to the world, arising as it did out of a conference of media personnel in Windhoek in 1991.  From somewhere else has come an International Day on the Right to Information commemorated on 28 September each year. So Africa has not maintained its lead, and indeed only four countries on the continent now have freedom of information legislation. Zambia could send out a welcome signal by becoming the fifth country – and this could also help unblock logjams in many other democracies around the continent. 
We need to circulate information to this effect, if we are to see governments agree to join the age of information access rights.  They should know that freedom of information can even benefit themselves especially when newly in office, or if they should be voted into the opposition. But of course the right to information is a benefit to every stakeholder in a society. So what are we waiting for?
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